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[bookmark: OLE_LINK6]Abstract of the contribution: This contribution discusses the information that is transferred from SMF to I-SMF via N16a. 
1 Introduction
In previous meeting, it has agreed that the information transferred from SMF to I-SMF is N4 based. The SMF provide N4 information to I-SMF, and I-SMF generate N4 rules (e.g. PDR) and install them in UPF. However, it is unclear what information is included from SMF to I-SMF as below:
Editor’s Note; it is FFS how the I-SMF maps between N4 Information, received from SMF on N16a and actual PDR, FAR, QER, URR, sent on N4 to the UPF(s) it controls. For example how the Network instance (if necessary) sent over N4 to the ”local UPF” is determined.
This paper tries to discuss the information sent from SMF to I-SMF, and tries to resolve the Editor’s Note.
2 Discussion
2.1 General N16a information used for N4 rule generation
According to agreed principle, the SMF provide N4 information for the I-SMF to generate related rules, e.g. PDU/QER etc. In order to simplify the I-SMF behaviour, it is suggested that the N16a information is organized similar as the N4 rules, i.e. structured control information.  
Also to support the I-SMF be aware which UPF the N4 information corresponds to, the SMF includes indication for each N4 rule over N16a to indicate which UPF this rule applies to. It is suggested to use DNAI of the UPF as the indication. If a rule applies to a local PSA, the corresponding DNAI will be included in the rule. If the UL-CL/BP is separated from the UPF, the related rule does not include the DNAI information. Thus the I-SMF knows which UPF PSA the rule applies to. 
Proposal 1: The N4 information transferred in N16a is organized similar as N4 rules, i.e. PDR, URR, QER and FAR format. If the rule applies to PSA controlled by I-SMF, the corresponding DNAI is included in PDR to indicate the UPF the rule applies to.

For each N4 rule the following sections discusses how the I-SMF generates the rules based on the N4 information received from SMF.
2.2 PDR
The following table analyses what information will be transferred to I-SMF via N16a, and how the I-SMF will generate the PDR based on the N16a interface:
	Attribute
	Description
	N16a

	N4 Session ID
	Identifies the N4 session
	I-SMF generate it locally. However it need one mapping between the Session at the N16a interface and Session at N4 interface. 

	Rule ID
	Unique identifier to identify this rule
	I-SMF generate it locally. However it need one mapping between the rule identified at the N16a interface and the rule identified at N4 interface.

	Precedence
	Determines the order, in which the detection information of all rules is applied
	SMF set this field within the rules relevant to one N4 Session. 
I-SMF copy this field into N4.

	Packet 
Detection
information
 
 
 
 
	Source interface
	Contains the values "UL side", "DL side", "SMF", "N6-LAN" , "5G LAN internal", "5G LAN Nx"
	SMF includes this field in N16a. 

	
	UE IP address 
	One IPv4 address and/or one IPv6 prefix with prefix length
	This field is needed for DL traffic via PSA controlled by I-SMF. 
The SMF set this field, and I-SMF copy it from N16a to N4

	
	Network instance
	Identifies the Network instance associated with the incoming packet
	SMF set the Network instance based on the topology information of the selected UPF. 
Not needed for N16a.

	
	CN tunnel info
	CN tunnel info on N3, N9 interfaces, e.g. F-TEID
	I-SMF determines this field.
Not needed for N16a.

	
	Packet Filter Set
	Details see clause 5.7.6, TS 23.501.
	SMF set this field based on PCC rules
I-SMF copy it from N16a to N4

	
	Application ID
	 
	SMF set this field based on PCC rules
I-SMF copy it from N16a to N4

	
	QoS Flow ID
	Contains the value of 5QI or non-standardized QFI
	SMF set this field based on PCC rules
I-SMF copy it from N16a to N4

	Outer header removal
	Instructs the UP function to remove one or more outer header(s) (e.g. IP+UDP+GTP) from the incoming packet.
	SMF set this field
I-SMF copy it from N16a to N4

	Forwarding Action Rule ID
	The Forwarding action Rule ID identifies a forwarding action that has to be applied.
	This ID is the FAR ID on N16a.
The I-SMF may generate a different ID for N4 PDR.

	List of Reporting Rule ID(s)
	Every Reporting Rule ID identifies a measurement action that has to be applied.
	This ID is the FAR ID on N16a.
The I-SMF may generate a different ID for N4 PDR.

	List of QoS Enforcement Rule ID(s)
	Every QoS Enforcement Rule ID identifies a QoS enforcement action that has to be applied.
	This ID is the FAR ID on N16a.
The I-SMF may generate a different ID for N4 PDR.



In conclusion, the following parameters will be provided from SMF to I-SMF via N16a for N4 PDR generation:
· The N4 Session ID and Rule ID is generated by the I-SMF, which may be different comparing the one received from SMF. The I-SMF manage the mapping between the local generated one and the one received from the SMF.
· Precedence: I-SMF can directly copy the precedence received from N16a interface.
· Packet detection information: 
· Source interface: the SMF set this field, and I-SMF copy it from N16a to N4 PDR
· UE IP address: the SMF set this field, and I-SMF copy it from N16a to N4 PDR
· Network instance: this field will be determined by I-SMF based on source interface and the UPF this rule corresponds to. Hence, no need via N16a.
· CN tunnel info: this field will be determined by I-SMF based on source interface and the UPF this rule corresponds to. Hence, no need via N16a.
· Packet Filter Set/Application ID/QoS flow ID: the SMF set this field, and I-SMF copy it from N16a to N4 PDR.
· Out header removal: SMF include them in N16a, and I-SMF copy them to N4 PDR
· FAR ID/URR ID/QER ID: Needed. In N16a PDRs, the ID is specific on N16a. The I-SMF may generate new IDs for N4 PDR.
2.3 QER
For QER, all fields will be included in N16a QER. The I-SMF may generate different Rule ID and Session ID for N4 PDR. The details is in the following table:
	Attribute
	Description
	N16a

	N4 Session ID
	Identifies the N4 session associated to this QER
	Same as the above PDR handling.

	Rule ID
	Unique identifier to identify this information.
	Same as the above PDR handling. 

	Precedence
	Determines the order in which the QoS Enforcement Rules are to be applied.
	 Same as the above PDR handling

	QoS Enforcement Rule correlation ID (NOTE 1)
	An identity allowing the UP function to correlate multiple Sessions for the same UE and APN.
	Needed

	Gate status UL/DL
	Instructs the UP function to let the flow pass or to block the flow.
	Needed

	Maximum bitrate
	The uplink/downlink maximum bitrate to be enforced for the packets.
	Needed

	Guaranteed bitrate
	The uplink/downlink guaranteed bitrate authorized for the packets.
	Needed

	Down-link flow level marking
	Flow level packet marking in the downlink.
	Needed

	Packet rate (NOTE 1)
	Number of packets per time interval to be enforced.
	Needed



2.4 URR
Similar to QER, the N16 URR will include all the fields. The I-SMF may generate different Rule ID and Session ID for N4 PDR. The details is in the following table:
	Attribute
	Description
	N16a

	N4 Session ID
	Identifies the N4 session associated to this URR
	Same as the above PDR handling.

	Rule ID
	Unique identifier to identify this information.
	Same as the above PDR handling. 

	Active/Inactive
	Determines if measurement shall be performed (active), or if measurement shall be paused (inactive).
	Needed

	Reporting triggers
	One or multiple of the events can be activated for the generation and reporting of the usage report.
	Needed

	Periodic measurement threshold 
	Defines the point in time for sending a periodic report for this measurement key (e.g. timeofday).
	Needed

	Volume measurement threshold
	Value in terms of uplink and/or downlink and/or total byte-count when the measurement report is to be generated.
	Needed

	Time measurement threshold
	Value in terms of the time duration (e.g. in seconds) when the measurement report is to be generated.
	Needed

	Event measurement threshold
	Number of events (identified according to a locally configured policy) after which the measurement report is to be generated.
	Needed

	Inactivity detection time
 
	Defines the period of time after which the time measurement shall stop, if no packets are received.
	Needed

	Event based reporting
	Points to a locally configured policy which is identifies event(s) trigger for generating usage report.
	Needed



2.4 FAR
The I-SMF may generate different Rule ID and Session ID for N4 PDR. The following table analyses what information will be transferred to I-SMF in N16a FAR:
	Attribute
	Description
	N16a

	N4 Session ID
	Identifies the N4 session associated to this FAR.
	Same as the above PDR handling.

	Rule ID
	Unique identifier to identify this information.
	Same as the above PDR handling. 

	Network instance
	Identifies the Network instance associated with the outgoing packet. 
	 Same as the above PDR handling

	Destination interface
	Contains the values "access side", "core side", "SMF", or "N6".
	SMF decide destination interface, I-SMF copy this field to N4 FAR.

	Outer header creation
	Instructs the UP function to add an outer header (IP+UDP+GTP+QFI) to the outgoing packet.
	FFS

	Send end marker packet(s)
	Instructs the UPF to construct end marker packet(s) and send them out as described in clause 5.8.1.
	FFS

	Transport level marking
	Transport level packet marking in the uplink and downlink, e.g. setting the DiffServ Code Point.
	SMF can set this field in N16a, and I-SMF copy it to N4

	Forwarding policy
	Reference to a preconfigured traffic forwarding treatment for FMSS or http redirection.
	SMF include traffic steering ID, and I-SMF set forwarding policy based on traffic steering ID received in N16a and local configuration.

	Container for header enrichment
	Contains information to be used by the UPF for header enrichment.
	FFS



In conclusion, the following parameters will be provided from SMF to I-SMF via N16a the N16a FAR for N4 FAR generation:
· Rule ID: valid over N16a, I-SMF maps it into rule ID over N4.
· Outer header creation: FFS. 
· Send end marker packet(s): FFS.
· Transport level marking: this will be set by SMF in N16a FAR, and the I-SMF copy it into corresponding N4 FAR.
· Forwarding policy: the SMF include traffic steering ID, I-SMF set Forwarding policy based on traffic steering ID.
· Container for header enrichment: FFS.
Proposal 2: Based on above analysis the related information to be transferred via the N16a interface is clarified.
3 Proposal
It is proposed to capture what information in the rules are sent from SMF to I-SMF, and how I-SMF generate PDR to be installed in UPF based on the rules into TS 23.501:
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